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The largest technology firms have increasingly been scrutinized by competition 
enforcers and governments that are concerned with potential anti-competitive 
behavior. Recent European cases involving Google, Amazon and Facebook, as well 
as the acquisition of numerous smaller firms by large technology companies, have 
spurred a lively debate, particularly with regard to the adequacy of current 
competition policy frameworks in dealing with competition issues.[1] 

In this article, we focus on three recurring concerns raised in the context of several 
initiatives in different jurisdictions (including in Europe,[2] Australia,[3] the United 
Kingdom,[4] Germany and Austria[5]) in relation to large technology companies: 

• Killer acquisitions by large technology firms;
• Exclusionary practices surrounding data access; and,
• Exploitation of consumers through data abuse.

For each of these concerns, we also highlight some of the main proposals being 
advanced. 

Killer Acquisitions 

A “killer acquisition” describes a transaction where an incumbent firm acquires 
“innovative targets [in order to] preempt future competition.”[6] Killer acquisitions were first described 
with reference to overlapping drug projects in the pharmaceutical industry. However, the term has been 
commonly used in the technology sector to describe acquisitions where a target firm, which is typically 
small, offers an innovative service that is not currently being offered by an acquiring firm, which is 
typically large. 

After the acquisition, the acquiring firm could choose to discontinue the target’s innovative projects 
entirely, thereby killing the target, or may integrate the innovations into its own ecosystem, potentially 
increasing the acquiring firm’s efficiency.[7] Despite potential efficiency gains, this transaction could be 
viewed as a killer acquisition if (absent the merger) the target firm would have gone on to develop a 
viable alternate product or service that competes with the buyer’s current business offerings. In such a 
situation, the acquiring firm would be eliminating a potential future competitive constraint.[8] 
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An important concern is that killer acquisitions may not be subject to merger review under current 
merger guidelines for various reasons, including: 

• The merging parties may not have significant current horizontal overlap (i.e., the acquirer and 
target firms may offer services with “considerably different functionalities”[9]); and 

• At the time of acquisition, the target does not generate sufficient turnover (yearly revenue) to 
meet the current threshold requirements for review.[10] 

While large technology firms — Amazon, Apple, Facebook, Google and Microsoft — have made over 400 
acquisitions in the last decade, few of these acquisitions have met the thresholds that necessitated 
review by the competition authorities, and none have been blocked.[11] This track record is viewed by 
some competition authorities as evidence that current merger guidelines do not allow for proper 
consideration of killer acquisitions. Specifically, some recent proposals argue that more intervention is 
necessary “to challenge mergers that could be detrimental to consumer welfare through reducing future 
levels of innovation and competition.”[12] 
 
The Austrian and German competition enforcers have, following a public consultation, recently 
introduced a new transaction-value threshold for mergers.[13] Using this threshold, the competition 
authorities aim “to be able to [analyse] mergers where the target company does not (yet) reach a 
relevant turnover threshold but has great competitive market potential as reflected in the value of the 
consideration.” [14] With this new threshold, mergers would be scrutinized if, despite low turnover of 
the target firm, the value of the transaction exceeds either 400 million euros in Germany or 200 million 
euros in Austria.[15] 
 
The recent Furman report suggests a “balance of harms” approach for killer acquisitions which would 
“[take] into account the scale as well as the likelihood of harm in merger cases involving potential 
competition and harm to innovation.”[16] Following this approach, a merger would be blocked if it is 
“expected to do more harm than good.”[17] 
 
Similarly, the Crémer report proposes that mergers should be assessed in a wider market for the “digital 
ecosystem” rather than in markets narrowly defined, given the network effects that are often present 
“in the provision of digital services.”[18] 
 
The Furman report also recommends that “[d]igital companies ... should be required to make the 
[U.K. Competition and Markets Authority] aware of all intended acquisitions.”[19] 
 
These recommendations, taken together, would impose both a significant reporting burden on large 
technology companies and an increased review requirement on the competition authorities such as the 
CMA. Importantly, such review will require the competition authorities to take a view on how the target 
firm would have evolved absent the merger, an exercise which poses considerable challenges. In 
addition, imposing stricter scrutiny on mergers involving start-up firms may have unintended 
consequences. For example, by precluding acquisitions of start-ups by large technology firms, these 
proposals may diminish entrepreneurship and remove a significant driver of innovation: the hope of 
being bought out. 
 
 



 

 

Data Access and Exclusionary Practices 
 
Some competition authorities have also expressed concern about the potential exclusionary conduct of 
digital platforms operated by many of the large technology firms. Digital platforms, such as Facebook 
and Amazon’s Marketplace, attract and link multiple distinct stakeholder groups. Additionally, these 
digital platforms tend to be multisided, typically have significant network effects, involve “big data,” and 
include substantial economies of scale and scope.[20] 
 
In providing services, digital platforms typically have access to a large quantity of individual user data 
and can use these data to develop new or better products. Alternatively, user data can be monetized by 
selling access to third parties, such as advertisers. The ability of digital platforms to monetize these data 
are viewed as crucial for their success.[21] 
 
However, some competition authorities are now concerned that if “competitors ... are either denied 
[access to user data] or granted access on less favourable terms, [they] are effectively shut out of the 
market.”[22] Given the importance of user data to the success of digital platforms, restricting data 
access could act as a barrier to entry for smaller competitors. In particular, restricting data access would 
have the greatest exclusionary effect on small firms in markets with a high degree of data concentration 
or markets where access to user data leads to an important competitive advantage.[23] Indeed, 
according to the Crémer report, refusal to grant access to consumer data would be found to be an abuse 
of dominance if “access to [the] data is essential for competing on ... neighbouring markets.”[24] 
 
In terms of potential solutions, the Crémer report notes that the standard practice of licensing of 
essential inputs (e.g., infrastructure) through the application of the “essential facilities” doctrine may be 
flawed in the context of digital services because of specific features of digital services, such as the 
heterogeneous nature and use cases of user data.[25] 
 
Instead, as a remedy to potential data foreclosures, the Crémer report proposes to go back to the 
interest balancing criterion of the “essential facilities” doctrine that examines “whether such access is 
truly indispensable, and [considers] the legitimate interests of both parties.”[26] As a result, a possible 
solution (one that allows competitors to effectively compete in neighboring markets) may include 
ensuring data interoperability and oversight through a regulatory scheme.[27] 
 
The Furman report contains a similar, albeit less detailed, proposal, stating that “in some markets, the 
key to effective competition may be to grant potential competitors access to privately-held data.”[28] 
The Furman report admits that this would represent a significant intervention, noting that “less 
interventionist solutions [may] produce the desired competitive outcome.”[29] 
 
The Furman report also proposes a less drastic measure to address this exclusionary practice: pursuing 
personal data mobility. This solution aims to give consumers greater choice over their digital services by 
allowing consumers to “choose for [their data] to be moved or shared between the digital platform 
currently holding it and alternative new services.”[30] 
 
While the potential solutions attempt to reduce the possibility of future exclusion, the interventions 
may also result in additional costs for market participants. Further analysis of the competition and 
welfare implications of these solutions is necessary. 
 
 



 

 

Exploitation of Consumers 
 
Some competition authorities are also concerned about consumer harm due to potential exploitation of 
consumers through data abuse.[31] While these concerns apply to all large technology firms, digital 
platforms have been particularly scrutinized as they provide services to customers at low or no 
monetary cost in exchange for consumers agreeing to platforms’ terms and conditions regarding the use 
of their data. 
 
The Australian Competition and Consumer Commission notes that digital platforms “seek consumer 
consents to their data practices” through “take-it-or-leave-it” agreements that “bundle a wide range of 
consents.”[32] Such terms-of-use agreements are seen to deepen information asymmetries and prevent 
consumers from providing meaningful consent, resulting in consumer protection concerns. Additionally, 
these agreements, when reviewed from a competition regulation perspective, are often thought to 
“reflect the significant bargaining power held by digital platforms compared with consumers.”[33] 
 
The recent Facebook case in Germany shows that such impositions may be relevant from both 
competition and data protection law perspectives. The Bundeskartellamt held that Facebook, as a 
dominant company with bargaining power over its users, imposed far-reaching data processing 
conditions that users had no ability to prevent. [34] 
 
In particular, once users accepted the terms and conditions, Facebook could collect users’ information 
from third-party sources and assign these data to the users’ Facebook account without the users’ 
knowledge.[35] This amounted to a violation of both European data protection rules and European 
competition law; this business practice was found to constitute an exploitative abuse of consumers from 
a dominant firm in the social network market.[36] In light of these findings, the Bundeskartellamt 
prohibited Facebook from “making the use of the Facebook social network ... conditional on the 
collection of user and device-related data” and from “combining that information with ... user accounts 
without the users’ consent.”[37] 
 
To prevent such conduct, the Furman report and the ACCC both recommend establishing a privacy code 
of conduct, formed around a set of core principles that digital platforms should abide by.[38] Such a 
code of conduct is envisioned to include requirements that digital platforms will disclose “all relevant 
information that details how a consumer’s data may be collected, used, disclosed and shared by the 
digital platform, as well as the name and contact details for each third party to whom personal 
information may be disclosed”[39] and will “provide consumers with specific controls to opt-in and out 
of whether their personal information is shared with third parties and whether their personal 
information is used for targeted advertising or online profiling purposes.”[40] 
 
In order to “more effectively deter businesses from leveraging their bargaining power over consumers,” 
the ACCC further proposes “civil pecuniary penalties” for digital platforms that impose “unfair contract 
terms in their terms of use and privacy policies.”[41] 
 
Large technology firms are under particular scrutiny, and face various proposals for both regulation and 
reform to tackle the aforementioned competition policy concerns. The proposals discussed in this article 
reveal the onset of an interventionist approach. We recommend a more detailed examination of existing 
evidence and the effects of the proposed remedies in order to ensure that they do not have unintended 
consequences on market competition. 
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